1 - Es un malware, ransomware

2 – comienza con un phishing que es un correo electrónico con información falsa, que contiene un troyano y un gusano que va infectando todos los archivos y la red. Hace imposible la restauración de sistema, encripta las credenciales, …

3- hay varias amenazas guardar todo el tráfico de la red, robar credenciales y encripta la información.

4- aumentar la ciberseguridad